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Study robotics hardware security
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In recent years the number of loT devices has been rapidly increasing.
The things which had not been connected to the Internet until now have
been connected one after another, and it has become necessary to
design in consideration of cyber security risk. Since robots are also
connected to the net in the future and are expected to become attack
targets, we examined the hardware security of the robot.
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