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A Study of Lightweight Anonymous Authentication that Issuers Can Easily Open
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Nowadays, many organizations are collecting people’ s active history from their ordinary life
outside of the Internet. If personal data is collected with pseudonyms, they can identify this data
with already collected personal data by matching the content of some databases. | have
proposed an anonymous authentication scheme which can prevent linking between databases
and has three features(1. Lightweight calculation. 2.Easy to open anonymity for members. 3. No
privileged organizer who can open any anonymity.)
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