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Blockchain has such disadvantages as high gas consumption during the execution and long 
latency to P2P transaction certification. To meet this challenge for blockchain as an execution 

architecture for smart-contracts, C. Raymond et al. (2019) proposed "Ekiden" as a technology to 
apply a trusted execution environment (TEE) to the blockchain. As Ekiden succeeds in reducing 

the calculation burden, it can process more smart-contracts in the same unit of time and 
resources. As a result, it can minimize the per-unit cost for the process and shorten latency. 

However, there is still a problem with introducing TEE, which this poster will discuss, as it takes a 
relatively long time to confirm that the internal state of TEE is securely stored in the blockchain as 

the blockchain fragment is used. This poster will assume a secure element (SE) of "Global 
Platform" specifications used in smartphones as tamper-resistant devices. 
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